ASRA Security Setup for Administrators and Site Coordinators
This document includes directions on how to set up user security.

Complete these steps for each user that needs to be setup to use ASRA.
· Request a RACF User ID (if one does not exist) and access to ASRA.

· Create an OFO record in your court (if one does not exist).

· Create or Modify an ATH record to work with ASRA.

Request a RACF User ID (if one does not exist) and access to ASRA
1. Navigate to the Manage JIS User IDs page on Inside Courts.  

http://inside.courts.wa.gov/index.cfm?fa=cntlJisUserManage.showHome
2. Request a new RACF ID or use their existing ID, whichever applies.  

Note:  JIS-Link RACF IDs are considered “existing IDs.”
3. Near the bottom of the form, go to the Special Access section and under Other Systems type:  “Add ASRA website access.”
Note: In the future, this form will include an ASRA section.
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Do you want the new user added to the call-in list?
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4. Click Submit.

Create an OFO record in your court (if one does not exist)
1. Navigate to JIS and login with your AM-type user account. 

2. Create an Organization/Official record (OFO) in your court.  (Command OFOA).

a. For non-court employees create a Clerk (CL) record.

b. An OFO record in your court is required even if the ASRA user has a JIS-LINK RACF ID.  
c. You will limit the user security on the ATH record.

Create or Modify an ATH record to work with ASRA
1. After confirming an OFO record exists, either add an Authorization (ATH) record (ATHA Command) if one does not already exist or view the existing Authorization record (ATH Command).
2. Set or modify the Local Profile for the user.

a. For Court Users/Judges, use Local Profile 00108.

b. For non-Court Users, use Local Profile 00110.

3. Set or modify the Cross Profile for the user.

a. For Court Users/Judges, use Local Profile 00109.

b. For non-Court Users, use Local Profile 00111.

4. Set the Retain Local Authorization Overrides to Y.  

Note: This allows any system changes (i.e., screen-level security, utility security) previously changed by Administrators/Site Coordinators to be retained, while adding the authorization for ASRA.  
If this step is not done the user will get the security access listed in the assigned profile.  The new security access will likely reduce the user’s ability to display screens in JIS and JABS and it has no “Update” access to any screen by default.  Screen and Utility access can be updated for the user on the ATHX screen to reinstate the user’s needed access.
5. Enter the User’s RACF ID (court or JIS-Link).

Note:  The RACF ID can only be added to one Official record.  If the RACF ID is already associated with another Official record a fatal error will occur.
6. Press <Enter>.

7. Review the entries or changes when the screen refreshes.

8. If the entries or changes are acceptable, press <Enter> again.
Result:  The ASRA user authority is granted and the JIS Main Menu (MAM) screen appears.
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DT1010MU Authorization Modify (ATH) STATEWIDE COURT DVOL AML
Case: Csh: Pty: StID: _
Name: TRAINING, JUDGE ¢ CLRK AOC. NmCd: CL JGX S03__

User's Court: S03 BENTON SUPERIOR DVOL

Modify User: CL JGX TRAINING, JUDGE CLRK AOC

Security For: TRAINING, JUDGE CLRK AOC
Local Profile: 00108 Command Default
Cross Profile: 00109 Cross Court

Retain Local Authorization Overrides: Y (when Local Profile is Changed) (Y/N)

RACF ID: SO3AJGXE Receipt Printer: ___
Reset_Password: _ (Y/N) Reset Cashier ID: _ (Y/N)
print Local profile: _ (Y/N) print Cross Profile: _ (Y/N)

Enter-PF1---PF2---PF3---PF4---PF5---PF6---PF7---PF8---PF9---PF10--PF11--PF12--
Help ATHX sel Rfsh Local Cross Exit




     Court User/Judge Setup
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DT1010MA Authorization Add (ATHA) BENTON SUPERIOR DVOL JAX 1of 1
_ case:______ _ Csh: Pty StID: _

Name: DOE, JOHN PROBATION. Nmcd: CL JPD S03__
User's Court: 503 BENTON SUPERIOR DVOL

Add New User: CL JPD DOE, JOHN PROBATION

Like User Court: S03 BENTON SUPERIOR DVOL
Like User ID:

Security For: DOE, JOHN PROBATION
Local Profile: 00110
Cross Profile: 00111
RACF ID: PTSSIPDR Receipt Printer:
print Local profile: _ (Y/N) print Cross Profile: _ (Y/N)

Enter-PF1---PF2---PF3---PF4---PF5---PF6---PF7---PF8---PF9---PF10--PF11--PF12--
Help ATHX sel Rfsh Local Cross Exit




Non-Court User Setup
See also:  Authorization Overrides (ATHX) screen for more information on viewing or modifying the Adult Static Risk Assessment settings (Authorization Type = R).

