Non-Court Employee Access to ASRA


The Data Dissemination Committee (DDC) must authorize a non-court entity’s access to ASRA. 

Once the DDC authorizes access to a non-court agency and its employees, a court must sponsor that agency.by agreeing to provide and maintain a court RACFID and user account.  Upon sponsoring, it is the court’s responsibility to create and maintain (update/delete) the User IDs, as well as, to reset passwords for any non-court employees needing access to the Adult Static Risk Assessment tool (ASRA).

[bookmark: _GoBack]If the non-court employee needs to access ASRA for multiple courts, they will only need a RACF ID from one of the courts.  However, they will need a CL OFO record and user Authority (ATH record) created for each court that needs them to run the ASRA reports.


Account set-up

1. After obtaining DDC authorization each non-court employee must sign an ASRA Access Agreement.  This confidentiality agreement is specifically created for this type of ASRA access.  The confidentiality agreement can be found by going to Inside Courts, click Court Resources > click Court Management; look under the Forms heading for Confidentiality.  The ASRA Access Agreement for non-court employees will open as a PDF.  Please print and complete the form and keep a signed copy on record in the court files.
2. Court Administrator/County Clerk/Site Coordinator will submit a manage JIS User ID form:
a. At, Is This User an Employee of the Court?: select No,
b. At, Where do they work, type the department or agency title and why they need access to ASRA.

3. In JIS create an OFOA record as a CL:
a. At the address line: type the department or agency title

4. Create an ATHA record:
a. Local Profile: 00110
b. Cross Profile: 00111
c. If an existing CL record is already created for a non-court employee needing ASRA access, you can use the Like User field instead by typing CL and the initials of the person who already is set up.
d. Type their RACF ID at the RACF ID field, <enter>.
e. <Enter> again to confirm.


Note:  The new user will need to log into JIS to create a new password on the same date the CL record is created or the temporary password will expire and will need to be reset before they can login.


Expired password reset instructions for non-court ASRA user:

1. Log into the State of Washington Courts System (JIS) using the RACF ID and Password used to access ASRA.
2. On the TPX Menu, select JIS (F4).
3. On the JIS Main Menu (MAM) screen, the Court ID and User ID (CL and user’s initials) will pre-fill on screen.  
4. Tab to the Password field and type in the last working password. 
5. Before pressing <Enter>, tab to the New Password field and type a new password.
6. Press <Enter>. 
7. A system message will appear at the top of the screen asking you to retype the New Password for verification. Type it again at New Password.
8. Press <Enter>.


Note: If the previous instructions do not work, the Court’s Site Coordinator must log into JIS (F4) as an AM and do the following:

1. In JIS, type ATH at Command with the CL record for the non-court user in the NameCode field (i.e., NmCd CL, the person’s initials, court’s Initials).
2. Press <Enter>.
3. Tab to Reset Password, type Y.
4. Press <Enter>.
5. The screen will display a message “Set to blanks”; press <Enter> to continue.
6. Now have the non-court user log into JIS, go to New Password on the JIS Main Menu (MAM) screen, and type in a new password in the New Password field.


To access ASRA log onto http://inside.courts.wa.gov/, click Judicial Information System(JIS) > Access JIS > (ASRA) Adult Static Risk Assessment.
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